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I urge passage of this important leg-

islation. 
Mr. Speaker, I yield back the balance 

of my time. 
The SPEAKER pro tempore. The 

question is on the motion offered by 
the gentleman from Mississippi (Mr. 
THOMPSON) that the House suspend the 
rules and pass the bill, H.R. 4179, as 
amended. 

The question was taken; and (two- 
thirds being in the affirmative) the 
rules were suspended and the bill, as 
amended, was passed. 

The title was amended so as to read: 
‘‘A bill to amend the Homeland Secu-

rity Act of 2002 to establish an appeal 
and redress process for individuals 
wrongly delayed or prohibited from 
boarding a flight, or denied a right, 
benefit, or privilege, and for other pur-
poses.’’. 

A motion to reconsider was laid on 
the table. 

f 

BIOMETRIC ENHANCEMENT FOR 
AIRPORT-RISK REDUCTION ACT 
OF 2008 

Mr. THOMPSON of Mississippi. Mr. 
Speaker, I move to suspend the rules 
and pass the bill (H.R. 5982) to direct 
the Secretary of Homeland Security, 
for purposes of transportation security, 
to conduct a study on how airports can 
transition to uniform, standards-based, 
and interoperable biometric identifier 
systems for airport workers with 
unescorted access to secure or sterile 
areas of an airport, and for other pur-
poses, as amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 5982 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Biometric En-
hancement for Airport-Risk Reduction Act of 
2008’’. 
SEC. 2. DEFINITIONS. 

In this Act, the following definitions apply: 
(1) BIOMETRIC IDENTIFIER SYSTEM.—The term 

‘‘biometric identifier system’’ means a system 
that uses biometric identifier information to 
match individuals and confirm identity for 
transportation security and other purposes. 

(2) SECRETARY.—The term ‘‘Secretary’’ means 
the Secretary of Homeland Security acting 
through the Assistant Secretary of Homeland 
Security (Transportation Security Administra-
tion). 
SEC. 3. BIOMETRIC IDENTIFIER SYSTEMS. 

(a) STUDY.— 
(1) IN GENERAL.—The Secretary, in consulta-

tion with the working group of industry stake-
holders to be established under subsection (c), 
shall conduct a study on how airports can tran-
sition to uniform, standards-based, and inter-
operable biometric identifier systems for airport 
workers with unescorted access to secure or ster-
ile areas of an airport. 

(2) PURPOSE.—The purpose of the study shall 
be to enhance transportation security against a 
potential act of terrorism by an airport worker 
who is allowed unescorted access to secure or 
sterile areas of an airport. 

(3) RISK-BASED ANALYSIS.—In conducting the 
study, the Secretary shall conduct a risk-based 
analysis of selected Category X and I airports 

and other airports, as the Secretary determines 
appropriate, to identify where the implementa-
tion of biometric identifier systems could benefit 
airports. 

(4) CONSIDERATIONS.—In conducting the 
study, the Secretary shall consider the fol-
lowing: 

(A) PARALLEL SYSTEMS.—Existing parallel bio-
metric security systems applicable to workers 
with unescorted access to critical infrastructure, 
including— 

(i) transportation security cards issued under 
section 70105 of title 46, United States Code; 

(ii) armed law enforcement travel credentials 
issued under section 44903(h)(6) of title 49, 
United States Code; and 

(iii) other credential programs used by the 
Federal Government, as the Secretary considers 
appropriate. 

(B) EFFORTS BY TRANSPORTATION SECURITY 
ADMINISTRATION.—Any biometric programs or 
proposals developed by the Assistant Secretary 
of Homeland Security (Transportation Security 
Administration). 

(C) INFRASTRUCTURE AND TECHNICAL REQUIRE-
MENTS.—The architecture, modules, interfaces, 
and transmission of data needed to address risks 
associated with securing airports by providing 
interoperable biometric security measures and 
credentials for airport workers with unescorted 
access to secure and sterile areas of an airport. 

(D) EXISTING AIRPORT SYSTEMS.—Biometric in-
frastructure and systems in use in secure and 
sterile areas of airports. 

(E) INCENTIVES.—Possible incentives for air-
ports that voluntarily seek to implement uni-
form, standards-based, and interoperable bio-
metric identifier systems. 

(F) ASSOCIATED COSTS.—The costs of imple-
menting uniform, standards-based, and inter-
operable biometric identifier systems at airports, 
including— 

(i) the costs to airport operators, airport work-
ers, air carriers, and other aviation industry 
stakeholders; and 

(ii) the costs associated with ongoing oper-
ations and maintenance and modifications and 
enhancements needed to support changes in 
physical and electronic infrastructure. 

(G) GAO RECOMMENDATIONS.—Any rec-
ommendations or findings developed by the Gov-
ernment Accountability Office relating to imple-
menting biometric security for airport workers 
with unescorted access to secure and sterile 
areas of airports. 

(H) INFORMATION FROM OTHER SOURCES.—Rec-
ommendations, guidance, and information from 
other sources, including government entities, or-
ganizations representing airport workers, and 
private individuals and organizations. 

(5) REPORT.—Not later than 270 days after the 
date of enactment of this Act, the Secretary 
shall submit to the Committee on Homeland Se-
curity of the House of Representatives and the 
Committee on Commerce, Science, and Transpor-
tation of the Senate a report on the results of 
the study conducted under this subsection. 

(b) BEST PRACTICES.— 
(1) IDENTIFICATION OF BEST PRACTICES.—The 

Secretary, in consultation with the working 
group of aviation industry stakeholders to be es-
tablished under subsection (c), shall identify 
best practices for the administration of biometric 
credentials at airports, including best practices 
for each of the following processes: 

(A) Registration and enrollment. 
(B) Eligibility vetting and risk assessment. 
(C) Issuance. 
(D) Verification and use. 
(E) Expiration and revocation. 
(F) Development of a cost structure for acqui-

sition of biometric credentials. 
(G) Development of redress processes for work-

ers. 
(2) REPORT.—Not later than one year after the 

date of enactment of this Act, the Secretary 
shall— 

(A) submit to the Committee on Homeland Se-
curity of the House of Representatives and the 

Committee on Commerce, Science, and Transpor-
tation of the Senate a report that outlines the 
best practices identified under paragraph (1); 
and 

(B) make the report available to airport opera-
tors. 

(c) AVIATION AND AIRPORT SECURITY WORKING 
GROUP.— 

(1) IN GENERAL.—The Secretary shall convene 
a working group to assist the Secretary with 
issues pertaining to implementing and carrying 
out this section. 

(2) MEMBERSHIP.—The Secretary shall ensure 
that the membership of the working group in-
cludes aviation industry stakeholders and spe-
cifically includes individuals selected from 
among— 

(A) the membership of the Transportation Se-
curity Administration’s Aviation Security Advi-
sory Committee; 

(B) individuals and organizations rep-
resenting airports; 

(C) individuals and organizations rep-
resenting airport workers, including those air-
port workers with unescorted access to secure 
and sterile areas of airports; 

(D) individuals and organizations rep-
resenting the biometric technology sector; and 

(E) any other individuals and organizations 
that the Secretary considers appropriate. 

(3) NONAPPLICABILITY OF FACA.—The Federal 
Advisory Committee Act (5 U.S.C. App.) shall 
not apply to working group established under 
this subsection. 

(4) SUNSET.—The working group established 
under this subsection shall cease operations 30 
days after the date of submission of the report 
under subsection (a)(5) or 30 days after the date 
of submission of the report under subsection 
(b)(2), whichever is later. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from 
Mississippi (Mr. THOMPSON) and the 
gentleman from California (Mr. DANIEL 
E. LUNGREN) each will control 20 min-
utes. 

The Chair recognizes the gentleman 
from Mississippi. 

GENERAL LEAVE 
Mr. THOMPSON of Mississippi. Mr. 

Speaker, I ask unanimous consent that 
all Members may have 5 legislative 
days to revise and extend their re-
marks and include extraneous material 
on the bill under consideration. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from Mississippi? 

There was no objection. 
Mr. THOMPSON of Mississippi. Mr. 

Speaker, I rise in strong support of this 
bill and yield myself such time as I 
may consume. 

Mr. Speaker, last month I introduced 
H.R. 5982, the Biometric Enhancement 
for Airport Risk Reduction Act of 2008, 
also known as the BEAR Act. The bill 
was marked up and adopted unani-
mously by the House Committee on 
Homeland Security on May 20. 

The Transportation Security Admin-
istration is responsible for securing 450 
U.S. airports and employs approxi-
mately 50,000 people. It has a very im-
portant mission of keeping the trav-
eling public safe from terrorist threats. 
But the question remains, what is TSA 
doing to increase security and still 
allow workers with unescorted access 
to sterile and secure areas of airports? 
And what mechanisms are in place to 
ensure that only the employees are al-
lowed to access the airports’ secure and 
sterile areas. 
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The BEAR Act addresses these con-

cerns. It requires TSA to provide Con-
gress and airport operators with a re-
port on best practices for using bio-
metrics at airports. 

Last November, Federal law enforce-
ment raided Chicago’s O’Hare Airport 
and arrested 23 people for fraudulently 
securing badges that gave them 
unescorted access to sensitive airport 
locations. According to the charging 
affidavit, more than 100 temporary 
workers were found to be in possession 
of fraudulent badges. And the inves-
tigation revealed that the staffing 
agency that sponsored these workers 
told them that they needed identifica-
tion, but it did not have to be legiti-
mate. 

Today, workers with unescorted ac-
cess to these critical facilities go 
through background screening to get 
identification badges. This background 
screening includes checking against a 
terrorist watch list. While this is a nec-
essary and important check, a worker’s 
biometrics are not being captured in 
check against biographic information 
to establish the individual’s identity. 

Since the Chicago incident, there has 
been a growing international trend to 
incorporate biometric identifying cre-
dentials in airport IDs. Canada and the 
United Kingdom have already taken 
action to address the security risk at 
airports by using biometric identifying 
credentials for airport workers. 

Although I recognize the ongoing 
work that TSA has been doing in the 
last year or so, it’s time for them to 
consider moving forward. The BEAR 
Act will make this happen. 

The bill promotes collaboration be-
tween TSA industry, labor, and other 
stakeholders to collectively develop 
and provide airports with a blueprint 
on how to make biometrics work for 
them. The BEAR Act, as amended, in-
cludes changes proposed by my col-
leagues on the other side of the aisle 
and TSA to improve the bill, including 
clarifying that TSA should only con-
duct a risk-based study of Category 10 
and Category 1 airports on a selected 
groups of airports, defining uniform bi-
ometric identified systems to make 
sure that TSA looks at systems that 
actually match individuals, not just 
cards, that have biometrics on them, 
recognizing and not tampering with 
TSA’s ongoing efforts in the area of 
biometrics such as the TWIC program 
and other programs. 

Therefore, Mr. Speaker, I urge my 
colleagues to support H.R. 5982. 

I reserve the balance of my time. 
Mr. DANIEL E. LUNGREN of Cali-

fornia. Mr. Speaker, I rise in support of 
H.R. 5982. As a Californian, the State 
that was once known as the Bear Re-
public, and proud resident of the State 
of California, which has the bear flag, I 
rise in support of the BEAR bill that 
the gentleman from Mississippi has in-
troduced and brought to the floor 
today. 

b 1115 
The chairman from Mississippi has 

brought us a bill that seeks to build on 

work that has already been done in 
previous Congresses and also with TSA, 
but I think he gives us a little bit of a 
push to move in the direction of bio-
metrics. 

The Biometric Enhancement for Air-
port-Risk Reduction Act simply recog-
nizes that as we go forward in trying to 
secure our airports and the flying pub-
lic and the cargo from terrorist attack 
we need to use those things which give 
us an advantage over those who would 
do harm to us, and that means we need 
to have the smart use of technology. 

The gentleman from Mississippi has 
been one of those who has spoken for 
several years about the fact that we 
need to get biometrics on board more 
quickly than we have, and I join the 
gentleman in that hope. I think this 
bill will move us in that direction. 

People should understand that bio-
metrics merely refers to identifiers. 
They could be something as simple as 
fingerprints. They could be iris scans, 
things of that sort, some medium by 
which we are able to identify an indi-
vidual with the documentation that 
they have. And then if you have read-
ers that are all over the landscape now 
for various different enterprises, it al-
lows you in an economical and in an ef-
ficient way to identify the individuals 
that are granted access to particular 
areas, and this is particularly impor-
tant when we’re talking about vast 
areas that we find at airports. 

Airports are not severely confined by 
geography as are some other enter-
prises, some other commercial enter-
prises, where you might be able to 
more easily secure the area. Particu-
larly when you have airports where 
you have individuals who are cleared to 
work there, moving in and out, in and 
out, in and out of areas which are sup-
posed to be secured areas, you have to 
find a reasonably efficient means that 
is also an effective means of identi-
fying those people who should be in 
those areas and those people who 
should not be in those areas. 

And that is why biometric tech-
nology presents such an opportunity 
for us, and for these and other reasons 
I would support H.R. 5982. 

At this time, I reserve the balance of 
my time. 

Mr. THOMPSON of Mississippi. Mr. 
Speaker, I yield 3 minutes to the dis-
tinguished gentlewoman from Texas 
(Ms. JACKSON-LEE). 

Ms. JACKSON-LEE of Texas. I thank 
the distinguished gentleman from Mis-
sissippi, the chairman of the com-
mittee, and I want to thank him and 
applaud him for this legislation. 

As has been indicated on the floor, 
the importance of ensuring the secu-
rity and the sanctity of the particular 
identification, the technology, is key. 
One of the key problems that we have 
found in homeland security is, of 
course, the ability to tamper with the 
security document or the process. This 
legislation is an important, enhanced 
effort to ensure that that does not hap-
pen. 

I want to thank the chairman for his 
leadership on this particular issue, and 
also, I think it’s important to note 
that one of the commitments that 
homeland security has made is, ‘‘Not 
on our watch,’’ and we have steadfastly 
looked at all of the elements that need 
to be improved and enhanced in border 
security and aviation security to en-
sure that there are documents that can 
be, on their face, the kind of document 
that provides the necessary review and 
protection for the traveling public and 
for those who do business in the ports 
of America. 

Mr. Speaker, I rise today in strong support 
of H.R. 5982, the Biometric Enhancement Act 
for Airport-Risk Reduction Act of 2008, intro-
duced by my distinguished colleague from 
Mississippi, Chairman THOMPSON. This impor-
tant legislation requires TSA to provide Con-
gress and airport operators with a breakdown 
on best practices for utilizing biometrics to bet-
ter protect airports. 

In the last few months, the Transportation 
Security Administration, TSA, has unveiled 
several new programs and initiatives that are 
proving to build a ‘‘layered approach’’ to secu-
rity. And while the TSA is responsible for the 
450 U.S. airports, and employs approximately 
50,000, with the very important mission of 
keeping the traveling public safe from terrorist 
threats, it has done very little to strengthen air-
port security for workers with unescorted ac-
cess to sterile and secure areas of the airport. 
At the present time, there are few mecha-
nisms in place to ensure that contracted em-
ployees follow due diligence at our airports 
and access is granted to only those employ-
ees who belong on airport grounds at any 
given time. This legislation addresses these 
key issues by requiring TSA to provide Con-
gress and airport operators with a breakdown 
on best practices for utilizing biometrics to bet-
ter protect airports. 

Mr. Speaker, only last November, Federal 
law enforcement raided Chicago’s O’Hare 
International Airport in November 2007 and ar-
rested 23 people for fraudulently securing 
badges to gain access to sensitive airport lo-
cations. According to the charging affidavit, 
more than 100 temporary workers were found 
to be in possession of the fraudulent badges 
and the staffing agency that sponsored these 
workers told them that they needed identifica-
tion, but such identification did not have to be 
legitimate. 

While today’s workers with unescorted ac-
cess to this critical infrastructure go through 
background screening, which includes terror 
watch list checks, to get issued badges, more 
must be done. While this is a necessary and 
important check, a job applicant’s biometrics 
are not being captured to check against bio-
graphic information provided to establish the 
individual’s identity. The legislation we have 
before us today is a smart security approach 
that promotes collaboration between TSA, in-
dustry, labor and other key stakeholders to 
work together to collectively develop and pro-
vide airports with a blueprint on how to make 
biometrics work for them. 

Mr. Speaker, this legislation requires TSA to 
study how airports can transition to uniform, 
standards-based and interoperable biometric 
identifier systems for airport workers with 
unescorted access. This bill furthermore re-
quires TSA and the working group to examine 
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existing programs, such as TWIC, and identify 
approaches on how biometrics can enhance 
protections for secure and sterile areas of the 
airport. TSA is also required by this bill to pro-
vide Congress and airport operators with a 
breakdown on best practices for using bio-
metrics to improve airport security. 

Mr. Speaker, this bill is not about re-invent-
ing the wheel or putting a stop to any good 
work at TSA on this issue. It is about encour-
aging public-private partnerships and pro-
moting an open dialogue between TSA, indus-
try, and Congress on how best to secure our 
airports. I am proud to support this important 
and timely legislation, and I encourage my col-
leagues to join me in so doing. 

Mr. DANIEL E. LUNGREN of Cali-
fornia. I reserve the balance of my 
time. 

Mr. THOMPSON of Mississippi. Mr. 
Speaker, I yield 1 minute to the gentle-
woman from New York (Mrs. LOWEY). 

Mrs. LOWEY. I wanted to rise to 
thank our chairman for your impor-
tant work on this issue. We have 
worked together on 100 percent screen-
ing of workers at airports, and now, 
there is a pilot project in place for 
seven of those airports, and we know 
that in three they are doing 100 percent 
screening. And at the others, they’re 
looking at other methods, and one of 
the methods that they are seriously 
considering and some are using are the 
issue of biometrics because it is so im-
portant. 

So I do want to thank the chairman 
for your leadership on this issue, and I 
look forward to following the work of 
the seven airports. Hopefully, we’ll be 
able to spread it to all of our airports. 

Mr. DANIEL E. LUNGREN of Cali-
fornia. Mr. Speaker, again, in closing, I 
rise in support of H.R. 5982, the BEAR 
Act, the Biometric Enhancement for 
Airport-Risk Reduction Act, brought 
to us by the chairman of this com-
mittee. This is an advancement. This is 
a push to where we need to go with re-
spect to biometrics. 

We ought to understand that the 
United States is the leader in the world 
in technology and technology applica-
tion. We need to do that here as well. 
And it sometimes seems strange that 
we don’t take advantage of the leader-
ship that we have in applying it to cer-
tain areas. The urgency that we need 
to adopt with respect to the threat 
that is out there is, I think, shared by 
this committee, but I’m not sure that 
it is shared totally by the full Con-
gress, nor by the Federal establishment 
all together nor, in some cases, by the 
American people, where, after our suc-
cesses in forestalling any major ter-
rorist attack on our shores since 9/11, it 
allows us a certain relaxation that I 
think is dangerous. The gentleman 
moves us in the right direction with 
this bill. 

I might say that as we move with 
this bill I would hope we would move 
with some other bills on this floor deal-
ing with the threat that we have to our 
national economy and our national se-
curity through our energy dependence 
on many, many others. 

The U.S. is the leader in the poten-
tial for oil shale, just as we’re the lead-
er in technology in this world. The U.S. 
might be called the Saudi Arabia of oil 
shale. According to the Department of 
Energy, this Nation is endowed with 
more than 2 trillion barrels of oil. To 
put this figure in perspective, the 
world has used 1 trillion barrels of oil 
since the first oil well was successfully 
drilled in Pennsylvania in 1859. Accord-
ing to the Department of Energy, let 
me repeat, we are endowed with more 
than 2 trillion barrels of oil, and we’re 
talking about U.S. oil shale. 

The problem is that we had a rider on 
an appropriations bill just last year 
that makes this huge domestic re-
source off-limits. That would be as 
silly as us having a bill on the floor 
that would say, even though we’re the 
leader in biometric technology, we will 
prohibit its use in the area of airport 
security. That would make no sense, 
Mr. Speaker, nor does it make sense for 
us not to utilize this tremendous re-
source we have. 

So again, Mr. Speaker, I would say 
that I would encourage all Members to 
support H.R. 5982, the Biometric En-
hancement for Airport-Risk Reduction 
Act, otherwise known as the BEAR 
Act, brought to us on this floor by the 
distinguished gentleman from Mis-
sissippi, the chairman of our com-
mittee. 

With that, Mr. Speaker, I yield back 
the balance of my time. 

Mr. THOMPSON of Mississippi. Mr. 
Speaker, I yield myself as much time 
as I may consume. 

Mr. Speaker, I urge all my colleagues 
to support this commonsense approach 
to studying how biometrics can be used 
to improve airport security. 

I think it is important to make clear 
again, this bill does not create any new 
mandates on airports. This bill does 
not require airports to use biometric 
identifying systems. Instead, it only 
provides for a study of how biometrics 
could be used. 

I strongly believe that strategic de-
ployment of biometrics in the airport 
is a sensible part of any layered secu-
rity plan for the airport environment. 
Therefore, I urge my colleagues to sup-
port this important legislation and 
make our airports safer. 

Ms. GINNY BROWN-WAITE of Florida. Mr. 
Speaker, I rise today in support of H.R. 5982, 
Chairman THOMPSON’s legislation that would 
take an important step toward improving air-
port security. 

Since 9/11, Congress and the airline indus-
try have taken strong actions to tighten secu-
rity at our nation’s airports. 

These measures have included the creation 
of the TSA, the expansion of the air marshal 
service, and the full screening of airline pas-
sengers. 

Chairman THOMPSON’s proposal before us 
today would build upon these early efforts by 
implementing a study on the use of biometrics 
in identifying airport workers. 

As TSA continues to look for ways to en-
sure that airport workers—in addition to pas-
sengers—do not pose security risks, pursuing 
biometrics is a timely and necessary effort. 

At the same time, pursuing biometrics would 
also enhance efforts to conduct 100 percent 
screening of airport workers with access to se-
cure parts of an airport. 

Congresswoman NITA LOWEY and I have 
long supported 100 percent screening of air-
port workers. 

Earlier in this Congress, we were proud to 
introduce and pass H.R. 1413, a bill to estab-
lish a pilot program to test such worker 
screening at a number of airports. 

Just recently, TSA launched a pilot similar 
to the program outlined in our bill, and I look 
forward to learning the results of this important 
test upon its completion. 

Of course, no one wants more bureaucracy 
for bureaucracy’s sake, but Congress needs to 
look continuously for ways to improve protec-
tion for the traveling public. 

As 9/11 so painfully taught us, we must re-
solve our security weaknesses before terror-
ists exploit the remaining gaps. 

I urge my colleagues to support H.R. 5982. 
Mr. THOMPSON of Mississippi. Mr. 

Speaker, I yield back the balance of 
my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentleman from Mississippi (Mr. 
THOMPSON) that the House suspend the 
rules and pass the bill, H.R. 5982, as 
amended. 

The question was taken; and (two- 
thirds being in the affirmative) the 
rules were suspended and the bill, as 
amended, was passed. 

A motion to reconsider was laid on 
the table. 

f 

MESSAGE FROM THE PRESIDENT 

A message in writing from the Presi-
dent of the United States was commu-
nicated to the House by Ms. Wanda 
Evans, one of his secretaries. 

f 

CATCHING OPERATIONAL VULNER-
ABILITIES BY ENSURING RAN-
DOM TESTING ACT OF 2008 

Mr. THOMPSON of Mississippi. Mr. 
Speaker, I move to suspend the rules 
and pass the bill (H.R. 5909) to amend 
the Aviation and Transportation Secu-
rity Act to prohibit advance notice to 
certain individuals, including security 
screeners, of covert testing of security 
screening procedures for the purpose of 
enhancing transportation security at 
airports, and for other purposes, as 
amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 5909 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Catching Oper-
ational Vulnerabilities by Ensuring Random 
Testing Act of 2008’’ or the ‘‘COVERT Act of 
2008’’. 
SEC. 2. PROHIBITION OF ADVANCE NOTICE OF 

COVERT TESTING TO SECURITY 
SCREENERS. 

Section 111 of the Aviation and Transpor-
tation Security Act (Public Law 107–71; 49 
U.S.C. 44935 note) is amended— 

(1) by striking the section enumerator and 
heading and inserting the following: 
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